Barclays Privacy Notice

This Privacy Notice describes how Barclays may collect, process, and share your information, describing the data we collect about individuals acting in their own or their corporate capacity, how we use that information and how we keep information secure. As used herein, "we" or "Barclays" refers to Barclays Bank PLC and its US subsidiaries. Our goal is to maintain your trust and assurance when handling your personal information.

Security of your information

The security of your personal information is our priority. We protect this information by maintaining physical, electronic, and procedural safeguards that meet applicable legal requirements. We train our employees on the appropriate handling of personal information. When we use other companies to provide services, we require them to protect the information we provide. Barclays constantly assesses the digital threats landscape, and ensures appropriate and proportionate mitigation is in place. By using a ‘common sense’ approach to security, and implementing collaborative security procedures, we can reduce information risk to our customers. More information can be found on our Security page.

Information we collect:

The information we collect may include among others: name, professional address, professional telephone number, professional email address and more broadly any contact details, copies of document attesting to an individual’s identity, date and place of birth, government identifiers, information about role and position with a corporate client, personal interest, CV (academic/professional qualifications, experiences) biographies and information relating to any political, professional, and trade affiliations or any other personal information that is provided to us where this is necessary to comply with regulatory or legal requirements imposed on Barclays. We may collect additional information when required by an individual’s position in an entity-client, or the nature of the relevant transaction.

How we use your information

We will use your information to provide banking services and to comply with regulatory or legal requirements imposed on Barclays in each jurisdiction in which we operate. We may monitor or record any communications with a Barclays’ employee, including telephone calls and emails. We may use these recordings to check instructions to us, to assess and improve our services to clients, and for training and quality purposes. The information may also be used to invite you to events and inform you about other Barclays products that we think may be of interest to your organization and may be shared with partner companies that provide marketing services to us at our request and under our direction. The requirements for the regulation of financial institutions could change in the future and while this notice will be regularly reviewed, Barclays may need to process your data for additional purposes not listed but are necessary to give effect to the business relationship.
Cookies
For information about how we use cookies please read our Cookie policy.

Do Not Track
In the United States Barclays does not track user behaviour on our websites for the purposes of providing targeted advertising. We do not currently use technology on this website that recognizes "do not track" requests that users may set in their internet browser. Accordingly, to the extent provided herein, users of this website will have their actions tracked, logged and/or recorded as indicated herein even if "do not track" requests are included in your internet browser configuration.

Notice of Changes
From time to time, we may change this Online Privacy Statement. The effective date of this statement, as indicated below, shows the last time this statement was revised or materially changed. Checking the effective date below allows you to determine whether there have been changes since the last time you reviewed the statement.
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